# HUNT EMAIL THREATS AT SPEED. COFENSE VISION ${ }^{\mathrm{m}}$ 

## YOUR PROBLEM.

Mitigating a phishing attack requires speed and precision. If you don't quickly eliminate the whole problem, trouble continues to breed. Email search and quarantine tools are slow and inflexible, offering limited search scope like 'Sender' and 'Subject.' It's difficult to find the entire attack fast enough and account for the way tactics, techniques, and procedures morph to avoid exact matching for each recipient.

## OUR SOLUTION.

Cofense Vision is the faster way to see the entire phishing attack, including emails not reported by users. With a single click, the SOC can quarantine every bad email and stop the attack in its tracks. Cofense Vision copies and stores all emails in your organization's environment, so the SOC can look for a phishing campaign without creating more work for the email team. The solution also provides a compliant, auditable workflow.

Cofense Vision enables security teams to quarantine phishing threats from all user inboxes without disrupting or waiting on the IT mail team.


## SEARCH FASTER.

Cofense Vision stores potential Indicators of Phishing in an offline environment optimized for threat hunting. This ensures searches are fast, not impacted by the throttling controls of Microsoft Exchange and Office 365, without relying on mail teams.


QUARANTINE QUICKLY.
Cofense Vision enables security teams to quarantine an email threat with a single click. Quarantined messages are moved to a mailbox hidden from the user but visible to the mail team and can be "unquarantined" in minutes.


## STAY COMPLIANT.

Speedy searches no longer require privileged rights to the mail environment. Cofense Vision extensively audits and logs all actions. You can see who is searching for what and remain in compliance.

## HOW COFENSE VISION WORKS.

Cofense Vision provides "search and destroy" capabilities to cybersecurity operators defending against phishing attacks.

## GETTING STARTED.

Cofense Vision can be deployed on premises, in AWS, or in Azure. To get started, we share the Cofense VM Image with your company's PAAS account, where your instance setup is typically less than an hour. All of the Cofense Vision functionality is available in a fully RESTful and documented API as well as an elegant and modern user interface. Email ingestion supports both industry standard SMTP and journaling.

| Subjects <br> Specily the full subject text without quotes | $\begin{aligned} & \text { ssipetet } \\ & \text { © TPS Report } \end{aligned}$ | (1) + |
| :---: | :---: | :---: |
| Senders | Sonstr |  |
| Specty the fill emal addiess. | 8 Sender Enail Aciuss | ${ }_{+}$ |
| Attachment File Names | Flierame |  |
| Specily the ettachment tilie name and extersion. | (1) filename ext | ${ }_{+}$ |
| Attachment MIME Types | nume Type |  |
| Specify the MIME type and subtype separated by a forward slash (1). | (10) typorubipe | $\oplus$ |

## INTEGRATION WITH COFENSE TRIAGE.

> Cofense Vision integrates with Cofense Triage ${ }^{\text {TM }}$ for maximum visibility. The integration allows you to search for recipients, senders, subject, MIME type, attachments, and many other elements to find all emails in a campaign. You can then quarantine verified phish from all user inboxes.

> Cofense Vision also helps identify users that received suspicious emails but did not report them. When Cofense Vision is configured as an integration in Cofense Triage, super users and operators with the appropriate permissions can search for exact matches to reported emails in Cofense Triage, then quarantine unreported emails directly from Cofense Triage.

